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1
Decision/action requested

This contribution proposes a proposal for deleting EN in solution 5
2
References

NA
3
Rationale





The solution #5 can address the KI#1.
Since from 3GPP point of view 5G-RG acts exactly like a UE, security mechanisms defined in TS 33.501 for accessing 5GC is sufficient. No additional security feature is required.  The EN can then be deleted. 
4
Detailed proposal

**************** Start of Change *****************

6.5
Solution #5: 5G-RG connecting to 5GC via NG-RAN (FWA) 

6.5.1
Introduction

This solution addresses KI #1.
6.5.2
Solution details

This solution captures the security aspects of Solution #19 for WWC in TR 23.716 [2]. 

When a 5G-RG connects to 5GC only via NG-RAN, it plays the role of a UE with regard to the 5GC. It exchanges N1 signalling with 5GC. 

The 5G-RG is assumed to be equipped with UICC where the IMSI resides. If provisioned by the home operator, the 5G-RG shall store the Home Network Public Key required for concealing the SUPI, which is based on the IMSI.

Solution #19 in TR 23.716 reuses existing registration management procedures defined in TS 23.502 [X] clause 4.2.2 to register the 5G-RG with the 5GC. 

Authentication of the 5G-RG is based on the existing procedures described in TS 33.501 [3]. 

The 5G-RG shall support all the security requirements and features defined in TS 33.501. 


6.5.3
Evaluation

Editor’s Note: Each solution should motivate how the potential security requirements of the key issues being addressed are fulfilled.

******************** End of Change ****************
